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ΙΙ. Προγραμματιστικά

1. **Υλοποίηση ενός στοιχειώδους blockchain με υποστήριξη smart contracts**.<https://hackernoon.com/how-to-implement-a-blockchain-project-in-5-steps-9c78353666f7> Βλ.
2. **Smart contracts** **σε cardano** -- βλ. <https://docs.cardano.org/introduction/>, <https://developers.cardano.org/home/>
3. **Smart contracts σε ethereum** -- βλ. <https://ethereum.org/en/smart-contracts/>
4. **Aνώνυμα ερωτηματολόγια με χρήση ομομορφικής κρυπτογραφίας**, βλ. και ANONIZE <http://ieeexplore.ieee.org/stamp/stamp.jsp?arnumber=6956576>
5. Υλοποίηση **Designated Verifier Linkable Ring Signatures (DVLRS)** χρησιμοποιώντας ελλειπτικές καμπύλες. Περισσότερες πληροφορίες μπορείτε να βρείτε στο <https://1drv.ms/b/s!As0Lxh56lNaisIF8JcnHRF27PI-vPQ?e=B0P29s> (η υλοποίηση αφορά τις διαφάνειες 15-18) και στο <https://1drv.ms/v/s!As0Lxh56lNaisIIVCgvMnP0S63lYtQ?e=CE9Cs4> (βίντεο). Η υλοποίηση μπορεί να βασιστεί στις υπογραφές Schnorr. Μία απλή εκπαιδευτική υλοποίηση (σε Python) μπορεί να βρεθεί στο <https://gitlab.esat.kuleuven.be/Jori.Winderickx/imoCps/blob/9005ef8d32e3bab703789c2b5c254016cbad9c18/python/schnorr.py>. Υπάρχουν πολλές άλλες υλοποιήσεις στο Web σε όλες τις δημοφιλείς γλώσσες προγραμματισμού. Για απορίες μπορείτε να επικοινωνήσετε στο [pgrontas@corelab.ntua.gr](mailto:pgrontas@corelab.ntua.gr)
6. **Βελτιώσεις / επεκτάσεις στο σύστημα DEMOS** -- βλ. μεταπτυχιακή εργασία Θ. Σουλιώτη, <https://project-archive.inf.ed.ac.uk/msc/20182796/msc_proj.pdf>
7. **Bελτιώσεις / επεκτάσεις στο OTR / mpOTR** -- βλ. διπλωματική Κ. Ανδρικόπουλου - Δ. Κολοτούρου, <http://artemis.cslab.ece.ntua.gr:8080/jspui/handle/123456789/13301>
8. **Υλοποίηση** [**τυχερών παιγνίων με χρήση τεχνολογίας blockchain**](http://dspace.lib.ntua.gr/xmlui/handle/123456789/47628) -- βλ. διπλωματική Βλ. Κουτσού, <https://dspace.lib.ntua.gr/xmlui/handle/123456789/47628>